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(2)  
(3)  

BOE n. 44, de 21 de febrero de 2023, pp. 26140-26189.
DOUE n. L 305, de 26 de noviembre de 2019, pp. 17-56.

INTRODUCCIÓN

Transcurridos dos años, a fecha de redacción de estas líneas, de la entrada en
vigor de la Ley 2/2023, de 20 de febrero, reguladora de la protección de las personas
que informen sobre infracciones normativas y de lucha contra la corrupción (2) y por
la cual se transpone en el ordenamiento jurídico español la Directiva (UE) 2019/1937
del Parlamento Europeo y del Consejo, de 23 de octubre de 2019, relativa a la pro-
tección de las personas que informen sobre infracciones del Derecho de la Unión (en
adelante, Directiva Whistleblowing) (3), puede hacerse balance de las primeras impre-
siones acerca de sus postulados.

A lo largo de este artículo, nos centraremos en la que se erige como la finalidad
principal del aludido texto normativo, cual es la regulación de una serie de medidas
que eviten la adopción de represalias contra los miembros internos o externos de la
persona jurídica que, ante la posible comisión de infracciones en el seno de esta,
deciden ponerlo en conocimiento de la autoridad oportuna a través de los canales
internos de denuncia, los canales externos o la revelación pública (Epígrafe 1). Cier-
tamente, el fomento a la utilización de estos medios de información de infracciones
debe pasar necesariamente por un elenco de garantías que eviten la adopción de
represalias contra el informante (Epígrafe 2).

Sin embargo, pese a los loables esfuerzos legislativos en este sentido, se advierten
en la Ley 2/2023 ciertos matices que nos alejan del pretendido objetivo de alcanzar
un sistema de información inocuo. En concreto, nos referiremos en el presente trabajo
al articulado que deja la puerta abierta a una posible comisión de un delito de reve-
lación de secretos en supuestos de revelación pública de la información (Epígrafe 3).
¿Cómo debe operar el equilibrio entre la libertad de expresión y dicha tipología
delictiva?

Tratando de dar respuesta a esta pregunta, nos serviremos de la jurisprudencia del
Tribunal Europeo de Derechos Humanos (TEDH) a efectos de determinar los criterios
que deben ser tomados en consideración a la hora de valorar si una revelación pública
de infracciones cometidas en una persona jurídica encuentra amparo en el derecho
a la libertad de expresión o si, por el contrario, es constitutiva de delito (Epígrafe 4).
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2.

(4)  

(5)  

(6)  

(7)  

(8)  

Sobre las características de los canales de denuncia, véase VELASCO NÚÑEZ, E., El canal de
denuncias: sector privado y público. La protección del informante en la Ley 2/2023, de 20
de febrero, La Ley, Madrid, 2023, pp. 58-63.
Ley Orgánica 5/2010, de 22 de junio, por la que se modifica la Ley Orgánica 10/1995, de
23 de noviembre, del Código Penal, BOE n. 152, de 23 de junio de 2010, pp. 54811-54883.
Sobre el concepto de «defecto organizacional», GÓMEZ-JARA DÍEZ, C., La culpabilidad
penal de la empresa, Marcial Pons, Madrid, 2005, p. 241.
Ley Orgánica 1/2015, de 30 de marzo, por la que se modifica la Ley Orgánica 10/1995, de
23 de noviembre, del Código Penal, BOE n. 77, de 31 de marzo de 2015, pp. 27061-27176.
VICENTE ANDRÉS, R., La protección del informante en el marco del compliance, Sepín,
Madrid, 2023, p. 46.

LA IMPLANTACIÓN DE SISTEMAS DE INFORMACIÓN

La Ley 2/2023 impone como obligatoria la implantación de canales de denuncia
internos (4) en todas aquellas personas jurídicas privadas y públicas incluidas en su
ámbito subjetivo de aplicación, lo cual no hace sino venir a completar los requisitos
de eficacia de los programas de cumplimiento normativo que el Código Penal prevé
como atenuadores o evitadores de la responsabilidad criminal de las entidades. Y es
que, desde la adopción de la máxima societas delinquere potest con la modificación
del Código Penal en el año 2010 (5) y la inclusión del defecto organizacional (6) como
causa de culpabilidad de las entidades en 2015 (7), la creación, utilización y supervi-
sión de canales de denuncia corporativos se instituye en requisito elemental para
sortear la posible responsabilidad que, por delitos cometidos en el ámbito de actua-
ción de la persona jurídica en su nombre y beneficio, podría derivarse para esta (8).
Basta, para constatar esta aseveración, con dirigir la mirada al contenido del artículo
31 bis 5 CP, por el cual, entre el elenco de elementos definidores de la eficacia de
los programas de cumplimiento normativo, se incluye la «obligación de informar de
posibles riesgos e incumplimientos al organismo encargado de vigilar el funciona-
miento y observancia del modelo de prevención».

A mayores, la implantación de canales de denuncia internos, erigidos como prin-
cipal medio de la alerta sobre conductas ilícitas corporativas, viene acompañado de
la posible denuncia a autoridades independientes externas, por un lado, y de la reve-
lación pública, por otro lado.

Con respecto a las primeras, la Directiva Whistleblowing prevé, en sus artículos
10 y ss., la comunicación de información a través de canales de denuncia externa,
estando los Estados miembros obligados a designar a las autoridades competentes.
De ello se ocupa el legislador español en los artículos 16 a 24 de la Ley 2/2023,
referentes a las comunicaciones ante la Autoridad Independiente de Protección del
Informante o ante la Autoridad autonómica equivalente, concebidas como entes de
derecho público a las que se podrá informar de la comisión de cualesquiera acciones
u omisiones incluidas en el ámbito de aplicación de la Ley, «ya sea directamente o
previa comunicación a través del correspondiente canal interno» (artículo 16.1).

Por su parte, la revelación pública queda igualmente amparada por la normativa
de protección del informante en la medida en que se cumpla con dos requisitos:

La protección del informante en la Ley 2/2023: revelación de secretos vs. ...
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(9)  

(10)  

(11)  

Traemos a colación las palabras de RODRÍGUEZ GARCÍA, para quien «a pesar de que se ha
vendido esta reforma (la del CP en 2010) como un cambio radical de posicionamiento en el
legislador español, no lo es tal: estamos ante la culminación de una política de pequeños y
continuos pasos (...)», RODRÍGUEZ GARCÍA, N., «Hacia la definición en España del estatuto
procesal de la persona jurídica como sujeto pasivo de un proceso penal por blanqueo de
capitales y otros delitos», en C. Veríssimo De Carli, E. Fabián Caparrós y N. Rodríguez García
(coords.), Lavagem de capitais e sistema penal: contribuções hispano-brasileiras a questões
controvertidas, Verbo Jurídico, Brasil, 2014, pp. 95-149, esp. p. 99.
En una suerte de privatización del proceso penal a través de la autorregulación de la persona
jurídica por medio de los programas de cumplimiento normativo, ECHEVERRIA BERECIAR-
TUA, E., Las modalidades de responsabilidad penal de las personas jurídicas en el marco del
proceso penal, Tirant lo Blanch, Valencia, 2021, p. 36.
MONTIEL, J. P., «Sentido y alcance de las investigaciones internas en la empresa», Revista
de Derecho de la Pontificia Universidad Católica de Valparaíso 2013, n. 40, pp. 251-277,
esp. p. 253.

3.

primero, que se hayan utilizado con carácter previo por el alertador los canales inter-
nos y/o externos; segundo, que la infracción que pretende revelarse pueda constituir
un peligro inminente o manifiesto para el interés público o que, en el caso de las
denuncias externas, exista un riesgo de represalias o haya pocas probabilidades de
que se dé un tratamiento efectivo a la infracción.

Con todo, la Ley 2/2023 se ocupa de regular un completo sistema de información
por el que los miembros internos y externos de la persona jurídica pueden alertar
sobre posibles infracciones acaecidas en el ámbito de actuación de esta. Ello es ple-
namente consonante con la finalidad última del legislador al incorporar al ordena-
miento penal un modelo de responsabilidad de las personas jurídicas. En efecto, con
la entrada en vigor de la modificación del CP en el año 2010, la finalidad no era tanto
establecer un sistema sancionatorio para las entidades que pudiera servir como desin-
centivo a las posibles comisiones delictivas en su seno, pues para ello se contaba ya
con un sistema de responsabilidad administrativa perfectamente útil a tales efectos (9)

 (véase, por lo demás, el caso paradigmático de Alemania, donde la pervivencia del
principio societas delinquere non potest, fundamentado en la imposibilidad de cul-
pabilidad de las entidades, hace que la conformación de un modelo de responsabi-
lidad penal sea, pese a los intentos habidos, todavía una realidad lejana). El propósito
fundamental era (y es), por consiguiente, facilitar la averiguación de ilícitos cometidos
en la esfera de actuación de la persona jurídica, promoviendo para ello su propia
participación en el proceso (10) en aras solventar los problemas derivados de la com-
plejidad organizacional a la hora de probarse en el curso del proceso la efectiva
comisión de hechos ilícitos por parte de un miembro de la organización (11).

LA NECESARIA PROTECCIÓN DE LOS ALERTADORES

Sentadas las premisas anteriores, la efectividad de la denuncia de infracciones
exige incentivar el recurso a la misma por parte de los posibles alertadores. Dado que
en el ámbito corporativo prevalece la reticencia de los miembros de la organización
a actuar como whistleblowers por miedo a posibles represalias, resulta evidente que
el éxito de los canales de denuncia y/o de la posible revelación pública dependerá

La implantación del canal de denuncias: problemas prácticos y soluciones ...
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EYMERICO, N. Manual de Inquisidores para uso de las Inquisiciones de España y Portugal.
Trad. de J. Marchena, Monpeller, edición de 1821, 2013, p. 2.
ORTIZ PRADILLO, J. C. Whistleblowing, colaboración eficaz con la justicia y proceso penal,
Editorial La Ley, 2024, p. 10.
En un testimonio de principios del siglo XIX se retrata el resultado y efecto de lo que se tilda
como la «doctrina infernal de la delación», la cual inspiraba «una habitual consternación a
las familias y a los individuos que se correspondían con la mutua desconfianza que inspiraba
el continuo recelo de encontrar en amigo, en el padre, en el hijo, en la esposa, un verdugo
que armado con el puñal del fanatismo religioso contribuyese a los asesinatos naturales que
sólo Dios conoce y a los civiles que no son tan desconocidos»: P. ANTONIO BERNABEU,
España venturosa, p. 16 (Madrid, 1820), obra que se cita por LEA, H. C. Historia de la Inqui-
sición Española, vol. III (2.ª edición). B.O.E. Fundación Universitaria Español, 2020, p. 562.
LEA, H. C. Historia de la inquisición Española, Traducción Ángel Alcalá y Jesús Tobio, Agencia
Estatal Boletín Oficial del Estado Fundación Univesitaria Española, Instituto de Historia de la
Intolerancia, Vol. I, Madrid, 2020, p. 707.

LA PROSCRIPCIÓN DE LA DELACIÓN EN EL DERECHO EUROPEO

El manual de inquisidores, Directorium Inquistorium, obra publicada por Nicolas
Aymerich en 1376 para el castigo de la brujería y otras formas de herejía, prevenía
que cabía apreciar la existencia de tres formas de inicio del proceso inquisitorial en
materia de herejía, por acusación, por delación y por pesquisa (de oficio) (1). En caso
de acusación, «el delator se ofrece a probar lo que dice, sujetándose a la pena del
talión en caso de no dar pruebas», mientras que, por delación, el delator no accede
como parte a la causa (2).

En aquellos tiempos, la delación anónima no es que estuviese admitida, es que
fue directamente promovida mediante la concesión de toda clase de beneficios mate-
riales y espirituales (3). Henri Ch, Lea en su historia de la Inquisición Española al tratar
de los edictos de Fe apuntaba que «no ha podido inventarse más hábil medio de
subyugar a todo un pueblo, paralizar su mente y reducirlo a ciega obediencia. La
delación, elevada al rango de alto deber religioso, llenó el país de espías e hizo de
todo hombre un objeto de sospechas, no sólo para sus vecinos sino también para los
miembros de su propia familia y para el extraño que casualmente llegara a tratar.
Mantenido a través de generaciones, no podía menos de dejar su impronta en el
carácter nacional» (4).
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(5)  

(6)  

(7)  

Montesquieu hace extensiva esta admonición a cualquier tipo de denuncias privadas admi-
tidas en el Derecho Romano, para Montesquieu bajo los emperadores, se siguieron las máxi-
mas de la república, y en primer lugar vimos la aparición de una peligrosa raza de hombres,
una banda de delatores. Cualquiera que tuviera muchos vicios y muchos talentos, un alma
muy baja y una mente ambiciosa, buscaba un criminal cuya condena complaciera al prín-
cipe: éste era el camino hacia los honores y la fortuna, algo que no vemos entre nosotros.
Montequieu, L’Esprit des Lois, libro VI Capítulo VIII, obras completas edición Eduard Labou-
laye, Garnier Fêres, 1875, p. 289.
Beccaria, Cesare. Tratado de los Delitos y las Penas. Historia del Derecho 32, 2015, publi-
cado por Manuel Martínez Neira, Books series, Historia del Derecho, 32, Universidad Carlos
III de Madrid, 2015, p. 37. Disponible en http://hdl.handle.net/10016/20199 consulta:
13.04.2025.
Rubio Eire hace un repaso de las ventajas e inconvenientes de estas prácticas señalando como
sus defensores ponen de manifiesto que sin el abrigo de la confidencialidad la presión ejer-
cida por su entorno las actividades criminales pueden salir a la luz sin ser investigadas lo cual
no sucedería si se obligase al denunciante a tener que identificarse. Los detractores os detrac-
tores de esta Institución, por el contrario, opinan que las denuncias anónimas causan un mal
social superior al beneficio que pretenden aportar. La delación introduce desconfianza en
las relaciones entre los ciudadanos, «convirtiéndose en un elemento de disgregación social;
causa problemas de indefensión al acusado en el proceso penal, quien no sabe cuál es el
origen de la acusación que se dirige contra el mismo; y permite por último que quede siempre
impune la calumnia que muy frecuentemente acompaña a las denuncias anónimas que se
interponen». A estas críticas este autor añade además las garantías de la prueba en el proceso
penal, particularmente en lo que atiende a la jurisprudencia en materia de testigos protegidos
de la que hace un exhaustivo repaso y la prohibición de las actividades prospectivas. RUBIO
EIRE, José Vicente. «La posible inviabilidad de una denuncia anónima o fundada en fuentes
no verificables como elemento precursor de una instrucción penal» El derecho.com, Noticias
Jurídicas y actualidad, Tribuna, Lefebvre, 5 de julio de 2013. Accesible en:
https://elderecho.com/la-posible-inviabilidad-de-una-denuncia-anonima-o-fundada-en-
fuentes-no-verificables-como-elemento-precursor-de-una-instruccion-penal. Consultado
22.04.2025.

El pensamiento ilustrado criticó la ignominia que constituyen las acusaciones
secretas (5). Beccaria en un tiempo, anterior a la implantación de las garantías del
proceso, criticaba estas prácticas señalando cuan «evidentes, pero consagrados
desórdenes son las acusaciones secretas, y en muchas naciones admitidos como
necesarios por la flaqueza de la constitución. Semejante costumbre hace los hombres
falsos y dobles. Cualquiera que puede sospechar ver en el otro un delator, ve en él
un enemigo» (6).

El tirar la piedra y esconder la mano ha sido tenido siempre en el imaginario
público como algo deshonesto y contrario a los más elementales principios del Dere-
cho (7). El hecho es que muchos han sido, sin embargo, los regímenes que se han valido
del anonimato para someter a sus ciudadanos a un sistema de control de todos sus
actos. La delación ha sido una parte integral de las dictaduras autoritarias en todo
tiempo y lugar como un medio de intromisión en la vida de los ciudadanos. En la
URSS y los países ocupados tras la Segunda Guerra Mundial, la denuncia era una
práctica que comenzaba en la escuela primaria. Se animaba entonces a los niños a
denunciar a sus padres si éstos expresaban ideas diferentes de las que les inculca la
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(8)  

(9)  

(10)  

(11)  

(12)  

FITZPATRICK, Sheila. «Signals from Below: Soviet Letters of Denunciation of the 1930s»
Journal Modern History, Vol. 68, No. 4, Practices of Denunciation in Modern European His-
tory, 1789-1989, Universidad de Chicago, (Dec., 1996), pp. 831-866.
El procedimiento administrativo sancionador en la República Democrática Alemana se
encontraba orientado hacia una justicia popular en el que era determinante la intervención
de la ciudadanía. Sergio Pérez-Espejo, en su excelente monografía sobre esta materia, destacó
como la incoación del procedimiento tenía lugar en base a constataciones de órganos com-
petentes, excitación fundada de otros órganos políticos administrativos y económicos, indi-
caciones de la población y de organizaciones sociales (§ 22, 1, OWG), en su resolución se
tenía especialmente presente las circunstancias de su comisión y las personales del infractor,
siendo objeto de particular atención el desvelamiento de las causas y condiciones favorece-
doras de aquellas infracciones del orden pusiera de manifiesto una falta de disciplina espe-
cialmente arraigada, de comisión masiva o susceptibles de abonar el terreno a infracciones
penales, en la valoración de este elemento tendencial era decisivo la participación de las
asociaciones profesionales y demás organizaciones sociales a la que perteneciera el infractor.
Véase PÉREZ-ESPEJO MARTÍNEZ, S. El derecho Penal Administrativo en la República Demo-
crática Alemana, Servicio de publicaciones, Facultad de Derecho, Universidad Complutense
de Madrid, Madrid, 1996, pp. 148 y 149.
Mediante un instrumento normativo no muy distinto al que fue promovido por la Directiva
Europea de 2019, se publicó el 13 de diciembre de 2024 la Ley del sistema de atención a
quejas y peticiones para garantizar los derechos y reforzar la institucionalidad. https://
www.fgr.gob.cu/sites/default/files/Normas%20juridicas/2024-12/goc-2024-o123%20sis-
tema.pdf
En el siglo XIX, se institucionalizaron dos formas de delación: una pública, en la que el infor-
mante debía exponerse personalmente, y otra secreta, realizada por supervisores públicos,
que se revelaban sólo en caso de necesidad. El riesgo de calumnia se veía entonces contra-
rrestado por el hecho de que el particular se veía obligado a presentarse en público junto con
su denuncia, mientras que los supervisores parecían estar protegidos de ese vicio por razones
institucionales. La mentalidad de aquel régimen veía con buenos ojos la delación utilizada
con fines policiales y por tanto de prevención de delitos. Por el contrario, la denuncia des-
tinada a investigar la moral o las opiniones de otros se consideraba vergonzosa.
ROTSCH/WAGNER, Criminal Compliance, 1. Aufl. 2015, § 34 C, Rn. 81.

propaganda difundida por el sistema escolar (8). El punto álgido de la crisis se alcanzó
en la RDA con la STASI, que contagió a toda la sociedad y en que nadie estaba a
salvo de un familiar o vecino malintencionado (9). El ministerio del interior de Cuba
ha promovido también sin sonrojos desde su creación la delación como el procedi-
miento más adecuado al objeto de evitar que el hecho de castigo pueda crear adhe-
siones a quienes piensan distinto o simplemente se muestran contrarios al orden ins-
titucional establecido (10). Por supuesto, la práctica sigue desarrollándose con mayor
o menor vigor, y habitualmente sin escatimar medios, en regímenes como los de
Venezuela, Nicaragua, Corea del Norte, Irán, Guinea Ecuatorial, Rusia y un largo y
conocido, etcétera.

Mas si hay un país donde la práctica de la delación anónima está asociada más
vivamente a la represión y al totalitarismo es en Alemania. La historia de la denuncia
anónima comienza en los tiempos del contraespionaje político en el reino pru-
siano (11), pero acogerá tintes de sofisticación como hemos visto durante el nacional-
socialismo y el régimen de la República Democrática de la Alemania Oriental (12). Se
entiende, así, como es precisamente este país el que con mayor acritud se ha reabierto
este debate. El punto de inflexión se introdujo en el escenario político en el año 2021
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(13)  

(14)  

(15)  

(16)  
(17)  

En declaraciones a la cadena de televisión ProSieben, Baerbock declaró que «hemos de crear
lugares en los que [los ciudadanos] puedan informar de la existencia de un fraude fiscal... o
de cualquier otro tipo de delito». Se propugnaba la creación de un portal para denunciar la
violación de las leyes penales y fiscales de forma segura y anónima. El propósito reconocido
de la candidata ecologista era «romper las inhibiciones de los ciudadanos para que, desde
sus propias casas ayuden a garantizar la justicia fiscal». GONZÁLEZ, P. «Peligrosa vuelta la
delación en Alemania», Newsletter, Atalayar, entre dos Orillas, Opinión, https://www.atala-
yar.com/opinion/pedro-gonzalez/peligrosa-vuelta-delacion-alemania/
20210904084405135729.html# consultado 20.04.2025 23:00.
Véase en este sentido la publicación habida en el diario digital Der Spiegel: «El ministro del
Partido Verde, Bayaz, se ve inundado de discursos de odio por el nuevo portal de fraude
fiscal en Internet», Der Spiegel, 2 de septiembre de 2021. Grünenminister Bayaz wird für
neues Steuerbetrugsportal im Netz mit Hetze überschüttet. Información publicada en Spiegel
Politik, 02.09.2021. https://www.spiegel.de/politik/deutschland/baden-wuerttemberg-dan-
yal-bayaz-fuer-neues-steuerbetrugsportal-mit-hetze-ueberschuettet-a-a569c443-c034-404f-
9e51-d30853d262f0. Consulta 21.04.2025 10:00.
ESCOBAR BRAVO, María Eugenia. «Whistleblowing: la transposición de la Directiva (EU)
019/1937 en Alemania. El sistema de denuncia y protección de denunciantes en Alemania,
en especial en la práctica de protección de datos», dentro de la obra El nuevo sistema de
protección del informante: Estudio sistemático de la Ley 2/2023, de 20 de febrero, reguladora
de la protección de las personas que informen sobre infracciones normativas y de lucha contra
la corrupción / coord. por José María Pérez Monguió, Severiano Fernández Ramos, 2023, p.
441.
Véase § 25 a, apartado 1, frase 6, n.o 3, de la Ley Bancaria alemana (Kreditwesengesetz).
Véase § 17, apartado 2, de la Ley de Salud y Seguridad en el Trabajo (Arbeitsschutzgesetz,
abreviado: ArbSchG) (35), el § 67, apartado 2, de la Ley Federal de la Función Pública (Bun-
desbeamtengesetz, abraviado: BBG), el § 48 de la Ley de Blanqueo de dinero alemana (Geld-
wäschegesetz, abreviado: GWG) y el § 23, apartado 3, de la Ley de Comercio del Mercado
de Valores (Wertpapierhandelsgesetz, abreviado: WpHG.

con motivo de la propuesta de la candidata de los Verdes a la Cancillería, Annaela
Baerbock, que introduce la denuncia anónima en el debate electoral (13). Otro desta-
cado líder verde, el ministro de Finanzas del estado de Baden-Württemberg, Danyal
Bayaz, se había mostrado también tajante: «Es imprescindible —manifestó en una
declaración a todos los medios— que las oficinas de recaudación de impuestos pue-
dan conocer, mediante cualquier sistema que le facilite ese conocimiento, todo tipo
de irregularidades» (14). La puesta en marcha de este sistema de delación en Baden-
Württenberg, aplaudida por sus correligionarios provocó una reacción en cascada
de buena parte del espectro político dando lugar a un debate que no se ha cerrado
hasta el día de la fecha.

Según afirma ESCOBAR BRAVO hasta la introducción de la Ley sobre la protec-
ción de los secretos comerciales (Gesetz zum Schutz von Geschäftsgeheimnissen,
abreviado: GeschGehG), la legislación alemana no contaba con una normativa gene-
ral vinculante sobre la denuncia de infracciones (15). Sin embargo, ni esta, ni las nor-
mativas que le precedieron como la legislación de disciplina de las entidades finan-
cieras y de crédito (16), la legislación de la seguridad y del trabajo, ni tan siquiera la
legislación de blanqueo de capitales aun reconociendo la mayor protección de los
denunciantes, admitieron esta posibilidad (17).
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(18)  

(19)  

Se estableció un texto normativo de carácter general para todo tipo de informantes que es
casi idéntico al proyecto de ley aprobado por el Bundestag el 16 de diciembre de 2022, pero
excluye explícitamente de su ámbito de aplicación a los funcionarios del Estado federado y
municipales, para quienes se estableció un texto normativo específico en el que se restringía
la posibilidad de la denuncia anónima. ESCOBAR BRAVO, M. E., «Whistleblowing: la trans-
posición de la Directiva (EU) 2019/1937 en Alemania. El sistema de denuncia y protección
de denunciantes en Alemania, en especial en la práctica de protección de datos», obra cit.
p. 442.
El 17 de marzo de 2023, los dos proyectos de ley se debatieron en primera lectura en el
Bundestag. Después de que la Comisión de Asuntos Jurídicos debatiera diversas enmiendas
a su articulado ley el 27 de marzo de 2023, la segunda y tercera lecturas en el Bundestag
deberían haber tenido lugar el 30 de marzo de 2023. Sin embargo, el punto del orden del
día se canceló con poca antelación el 30 de marzo de 2023 sin dar ninguna razón. El
Gobierno Federal recurrió al Comité de Mediación para debatir un compromiso con los
Estados Federados, los cuales llegaron a un acuerdo el 9 de mayo de 2023 sobre las enmien-
das al proyecto de Ley de Protección de denunciantes (HinSchG). Este compromiso contiene,
en particular, enmiendas a los canales de notificación de denuncias anónimas, a las multas

La directiva (UE) 2019/1937 sobre protección de los denunciantes de infraccio-
nes, dejó libertad a los Estados en orden a determinar el contenido y alcance de las
denuncias anónimas. Existe en aquella un consenso en la necesidad de protección
de los denunciantes y el carácter confidencial de su condición, no así sobre la perti-
nencia y bondad de la delación anónima.

Su transposición, como no podría ser de otro modo, no fue pacífica en el Derecho
alemán. Es esta una cuestión que en otros países ni llegó a abrirse el debate, pero que
los especiales antecedentes de aquel país hacían de aquella una práctica aberrante
por lo que su transposición no estuvo exenta de polémicas. El caso es que la Directiva
de la UE, que debería haberse transpuesto a la legislación alemana antes del 17 de
diciembre de 2021, tardó más de dos años a llevar a cumplido efecto este objetivo,
y ello no por falta de voluntad política, sino por las serias dudas que presentaba esta
iniciativa.

El proyecto inicial que fue remitido por el Gobierno y que obtuvo la aprobación
del Bundestat, fue rechazado en el parlamento federal, Bundesrat por la oposición de
los Estados a que el régimen de denuncias fuese de aplicación al sector público. Este
desencuentro dio lugar a establecer una normativa distinta según se trate de la pro-
tección de los informantes en el sector público como en el privado (18). En este estado
de cosas estaba la tramitación del proyecto, cuando el 15 de febrero de 2023, la
Comisión Europea decide llevar a Alemania y a otros países ante el Tribunal de Justicia
de la Unión Europea por no haber transpuesto ni notificado las medidas nacionales
de transposición a su ordenamiento jurídico de la Directiva relativa a la protección
de las personas que informen sobre infracciones del Derecho de la Unión Directiva
UE 2019/1937. El apercibimiento del legislador europeo produjo su efecto y final-
mente se llega a un texto de consenso que sin embargo fue modificado en su artículo
16 por la Ley de 27 de diciembre de 2024 (Boletín Oficial Federal de 2024 (I), núm.
438) (19).
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(20)  

(21)  

y al ámbito de aplicación de la ley. ESCOBAR BRAVO, M. E., «Whistleblowing: la transpo-
sición de la Directiva (EU) 2019/1937 en Alemania. El sistema de denuncia y protección de
denunciantes en Alemania, en especial en la práctica de protección de datos», obra cit. p.
443.
El Grupo sobre Protección de Datos del artículo 29 emitió el Dictamen 1/2006, ocupándose
en su apartado IV.2.iii) del «Fomento de las denuncias identificadas y confidenciales frente a
las denuncias anónimas». El Grupo se mostró contrario a que los sistemas de denuncias
pudieran permitir la presentación de denuncias anónimas, propugnando la protección
mediante la confidencialidad de los datos, señaló entonces las dificultades de su aplicación
práctica por la creación de una cultura de sospecha mediante la conjetura de quien presentó
la denuncia, la proliferación de denuncias instrumentalizadas, la dificultad para un segui-
miento de la denuncia y la mejor protección del denunciante sujeto a un sistema de confi-
dencialidad. Reconoce, no obstante, que los canales de denuncia son una realidad en el
derecho actual, por lo que de optar por este sistema de denuncia, debe establecerse de forma
cautelosa «de tal manera que no fomenten la denuncia anónima como la forma habitual de
presentar una denuncia. En especial, las empresas no deberían difundir el hecho de que
pueden presentarse denuncias anónimas a través del sistema». Aliaga Rodríguez comentando
el indicado dictamen se opone a cada uno de estos argumentos, lo relevante es el control de
verosimilitud y las posibilidades de sanación del uso de las denuncias maliciosas, afirmando
por lo demás, que sea como fuere son mayores los beneficios que pueda aportar la admisión
y tramitación de las denuncias anónimas que el coste que pueda suponer su mal uso, y más
aún si se extrema el cuidado sobre la calidad fáctica de la denuncia. Para este autor es irre-
levante quien denuncie lo esencial es que la denuncia contribuya a combatir la corrupción,
y para ello, es imprescindible que no perjudique al denunciante. ALIAGA RODRÍGUEZ, R.
«La denuncia anónima como instrumento de transparencia y protección de los denunciantes»
Revista Española de la Transparencia núm. 14, 1er semestre. Enero-junio de 2022, pp. 57-78.
www.revistatransparencia.com DOI: https://doi.org/10.51915/ret.200
Como nos recuerda Rubio Eire «el debate histórico sobre la licitud o no de las denuncias
anónimas recuerda un poco el propio ritmo de las mareas, con sus subidas y retrocesos.
Mientras que en algunas épocas históricas no sólo se han tolerado sino que se ha promovido,
en otros momentos históricos se han denostado y prohibido...». RUBIO EIRE, J. V. «La posible
inviabilidad de una denuncia anónima o fundada en fuentes no verificables como elemento

El debate al día de la fecha se encuentra agotado, y la pregunta que surge es cómo
es posible que un instituto largamente proscrito en las democracias occidentales se
incorpore ahora a nuestro ordenamiento como un presupuesto imprescindible de la
transparencia y de la lucha contra la corrupción (20). La denuncia anónima es una
realidad hoy en día habiendo sido recogida en los distintos convenios contra la
corrupción, así viene recogida y avalada en el art. 13.2 de la Convención de Naciones
Unidas de Nueva York contra la corrupción de 31 de octubre de 2023, y ha sido ahora
avalada en la Directiva (UE) 2019/1937.

La puesta en marcha de los canales de denuncia anónimos en la Directiva exige
una reconsideración de la recopilación de la información obtenida por estos medios,
tanto en lo que se refiere a la protección de datos de carácter personal, como a los
principios y garantías del procedimiento sancionador y a este fin dirigiremos nuestros
esfuerzos dialécticos. Solo mediante una fijación de los límites y garantías puede
explicarse este aparente salto atrás en nuestro Derecho, que como veremos no es tal
siempre que se le dote del adecuado marco institucional, fijando los adecuados lími-
tes y garantías (21).
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(22)  

precursor de una instrucción penal» obra cit. p. 3. La pretendida efectividad de la denuncia
no siempre es tal. Estévez, Salihović y Sgourev han estudiado la eficacia de la delación como
respuesta a una presión creciente, que a su vez aumenta la presión sobre el entorno más
cercano. El contexto de la investigación es el juicio de los valdenses en Giaveno, Italia, en
1335, encabezado por el inquisidor Alberto de Castellario, un modelo dinámico en el que
presión coercitiva no sólo aumenta la tasa de denuncias, sino que también obliga a los
denunciantes a implicar al círculo más próximo del indiviudo. Sin embargo, la presión coer-
citiva comienza a producir rendimientos decrecientes relativamente rápido, con el grado de
redundancia de la información que tiene a apuntar a los sospechosos anunciados pública-
mente y a los que se han fugado del juicio. ESTÉVEZ J. L., SALIHOVIĆ D, SGOUREV S. V.
«Endogenous dynamics of denunciation: Evidence from an inquisitorial trial». Pinas Nexus.
2024. doi: 10.1093/pnasnexus/pgae340
Se suele afirmar la preferencia de los canales denuncia internos, sin embargo, el principio de
prioridad de los canales de denuncia internos sobre los externos no se sigue estrictamente en
la Directiva. Según el art. 7.2 Directiva (UE) 2019/1937 del Parlamento Europeo y del Con-
sejo, de 23 de octubre de 2019, los Estados miembros deben esforzarse por «garantizar que

MARCO INSTITUCIONAL DE LAS GARANTÍAS A ESTABLECER EN LOS
CANALES DE DENUNCIA

Desde luego, y como tiene largamente señalado la jurisprudencia constitucional
estas limitaciones son extrañas a los canales de denuncia privados al no presentarse
en estos una situación de superioridad institucional que justifique las limitaciones de
la acción investigadora.

Cuando no intervienen las autoridades o agentes estatales, que es el ámbito natu-
ral donde operan los derechos fundamentales, no cabe hacer extensivas por el sólo
hecho del carácter de la información transmitida, las garantías que son propias de la
investigación pública (STS 421/2014, de 16 de mayo). En este sentido, el art. 24.1 de
la Ley Orgánica 3/2018, de 5 de diciembre, de Protección de Datos Personales y
garantía de los derechos digitales reconoció tempranamente la posibilidad de la
denuncia anónima en el ámbito del sector privado «será lícita la creación y mante-
nimiento de sistemas de información a través de los cuales pueda ponerse en cono-
cimiento de una entidad de Derecho privado, incluso anónimamente, la comisión en
el seno de la misma o en la actuación de terceros que contratasen con ella, de actos
o conductas que pudieran resultar contrarios a la normativa general o sectorial que
le fuera aplicable».

Con todo, resulta manifiesto que, aun tratándose de infracciones cometidas en el
ámbito privado, los canales de denuncia externos que se describen en los arts. 16 y
ss. de la Ley a través de una autoridad independiente, no son extraños al núcleo duro
del sistema de garantías de la instrucción penal. Se da en estos la superioridad insti-
tucional, no sólo por su condición de órgano administrativo, sino por las consecuen-
cias que se derivan de la decisión que pone término al procedimiento. Así resulta por
lo demás de lo dispuesto en el apartado cuarto del art. 19 de la Ley de Protección del
informante que atribuye a la autoridad administrativa independiente la condición de
agentes de la autoridad en el ejercicio de sus funciones y estarán obligados a guardar
secreto sobre las informaciones que conozcan con ocasión de dicho ejercicio (22).
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(23)  

(24)  

las denuncias efectuadas a través de los canales de denuncia internos tengan preferencia
sobre las efectuadas a través de los canales de denuncia externos en los casos en que puedan
adoptarse medidas internas eficaces contra la infracción y el denunciante no tema represa-
lias». La determinación de la suficiencia de estas medidas internas en el caso de canales de
denuncia en el ámbito del sector público no debe atender a criterios de estricta legalidad,
sino preferentemente de oportunidad en atención a las circunstancias del caso.
A diferencia de otros ordenamientos jurídicos que remiten a otras organizaciones ya creadas,
el legislador español opta por la creación de una agencia que contará con su propio patri-
monio y recursos. Concretamente se señala que la autoridad independiente de protección
del informante contará para el cumplimiento de sus fines, con los siguientes bienes y medios
económicos: las asignaciones que se establezcan anualmente con cargo a los Presupuestos
Generales del Estado; los bienes y derechos que constituyan su patrimonio, así como los
productos y rentas del mismo; el porcentaje que se determine en la Ley de Presupuestos
Generales del Estado sobre las cantidades correspondientes a sanciones pecuniarias impues-
tas por la propia Autoridad en el ejercicio de su potestad sancionadora y cualesquiera otros
que legal o reglamentariamente puedan serle atribuidos. Su presupuesto se sujeta al propio
de los organismos autónomos, la propuesta de aquel se elaborará por la propia Agencia quien
aprobará anualmente un anteproyecto de presupuesto, cuyos créditos tendrán carácter limi-
tativo, y lo remitirá al Ministerio de Hacienda y Función Pública para su posterior integración
en los Presupuestos Generales del Estado.
Se ha planteado en otros ordenamientos la posibilidad de que este tipo de autoridades de
control externo de carácter independiente estén dotadas de facultades no sólo para iniciar
una investigación sino también para recompensar a los informantes mediante la concesión
de subsidios que promuevan la persecución de los delitos. Tal es el caso programa piloto de
incentivos para whistleblowers conocido como el Corporate Whistleblower Awards Pilot
Program (CWAPP) que fue anunciado por la Fiscal General Adjunta y que entraría en marcha
en agosto de este año. CAMPUS ROCABERT, C. «Nuevo programa de recompensas para los
whistleblowers que trabajan en compañías norteamericanas» LA LEY compliance penal, N.o
18, Sección Actualidad profesional, Tercer trimestre de 2024.

3.

Esta autoridad se configura en nuestro derecho como una agencia independiente
con personalidad jurídica propia y plena capacidad pública y privada, que actuará
en el desarrollo de su actividad y para el cumplimiento de sus fines con plena auto-
nomía e independencia orgánica y funcional respecto del Gobierno, de las entidades
integrantes del sector público y de los poderes públicos en el ejercicio de sus fun-
ciones (23).

Su competencia, a salvo que concurra con otros organismos autonómicos pre-
senta carácter exclusivo, teniendo carácter preferente respecto de los organismos
autonómicos cuando la infracción o el incumplimiento sobre el que se informe afecte
o produzca sus efectos en el ámbito territorial de más de una comunidad autónoma
(art. 24.1.c LPI) (24).

LOS CANALES DE DENUNCIAS EN EL ÁMBITO DE LA ADMINISTRACIÓN
PÚBLICA

Se ha dicho que la falta de desarrollo de los canales de denuncia en el ámbito del
sector público es debido a las dificultades de hacer extensivo a lo público los pro-
gramas de cumplimiento normativo cuando estos quedan al margen del sistema de
sanción penal propio de las personas jurídicas. De hecho, la Administración por su
propia idiosincrasia se halla sujeta a la ley y al Derecho (art. 103.1 CE), resultando
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1.

2.

INTRODUCCIÓN

En el ámbito de la Ley 2/2023, de 20 de febrero, reguladora de la protección de
las personas que informen sobre infracciones normativas y de lucha contra la corrup-
ción (Ley 2/2023, de 20 de febrero), vamos a dedicar este trabajo al marco regulativo
general de los sistemas internos de información en el sector público y su aplicación
en un sector concreto como es el de la Administración Penitenciaria española.

Dedicaremos un primer y brevísimo apartado a la Ley 2/2023, de 20 de febrero,
para destacar su finalidad y objetivos. A continuación, analizaremos el marco nor-
mativo general del Sistema interno de información (SII) y al canal de información
interno integrado en aquél (CII). Al estudio de su aplicación en la Administración
penitenciaria estará dedicado el siguiente apartado, que estructuraremos de forma
dual, pues, dicho en términos generales, bifronte es aquella Administración, puesto
que en ella encontramos dos ámbitos estrechamente interrelacionados pero diferen-
ciados: de una parte, la Secretaria General de Instituciones Penitenciarias (SGIP) y,
de otra, adscrita a ésta, la Entidad de derecho público Trabajo Penitenciario y For-
mación para el Empleo (ETPFE).

LA LEY 2/2023, DE 20 DE FEBRERO EN DOS PATADAS

La Ley 2/2023, de 20 de febrero, tiene como principal finalidad, expresamente
declarada en su Preámbulo, proteger a los ciudadanos que informan sobre vulnera-
ciones del ordenamiento jurídico en el marco de una relación profesional. Y, en con-
creto, sobre acciones u omisiones que puedan constituir infracciones del Derecho de
la Unión Europea, así como de acciones u omisiones que puedan ser constitutivas de
infracción penal o administrativa grave o muy grave.

La Ley 2/2023, de 20 de febrero, no es la primera norma en recoger mecanismos
de denuncia, ya presentes en el sector financiero y en el ámbito de defensa de la
competencia. Por otra parte, la Ley Orgánica 3/2018, de 5 de diciembre, de Protec-
ción de Datos Personales y garantía de los derechos digitales (LOPD) ya previó sis-
temas de información interna. No en el ámbito normativo, pero si en el sentir común,
forma parte de la conciencia colectiva la existencia de casos en los que las denuncias
ciudadanas permitieron desmantelar redes de corrupción.
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3.

3.1.

Telegráficamente, podemos indicar que el manto protector de la Ley 2/2023, de
20 de febrero está inspirado en la Directiva (UE) 2019/1937 sobre la protección de
informantes (conocida como Directiva Whistleblowing) y tiene como objetivos garan-
tizar la confidencialidad, la seguridad en la gestión de la información y la prevención
de represalias.

SISTEMA INTERNO DE INFORMACIÓN

El SII se encuentra regulado en el Tít. II de la Ley 2/2023, de 20 de febrero, com-
puesto de tres Capítulos, dedicados el I a Disposiciones generales, el II al SSI en el
sector privado y el III al SSI en el sector público. Dado el enfoque de este trabajo al
sector público, repasaremos ahora las disposiciones generales y lo recogido en con-
creto para aquel.

Disposiciones generales sobre los Sistemas internos de información

En el marco dispositivo general del SII (arts. 4-9 Ley 2/2023, de 20 de febrero),
destaca:

1.º) La comunicación de infracciones, estableciéndose la necesidad de contar con
un SII por las personas jurídicas obligadas, que es el cauce preferente para informar
sobre las acciones u omisiones previstas, siempre que se pueda tratar de manera
efectiva la infracción y si el denunciante considera que no hay riesgo de represalia.

2.º) La responsabilidad del órgano de gobierno u órgano gestor en la implantación
del SII, del tratamiento y protección de datos personales.

3.º) La definición de los requisitos y características que debe cumplir el SII para
garantizar su funcionamiento adecuado, que podemos esquematizar así: a) Accesi-
bilidad para la comunicación de información sobre las infracciones previstas. b)
Seguridad y garantía de confidencialidad. c) Posibilidad de presentación escrita o
verbal. d) Integración de distintos canales internos de información. e) Garantía de la
prioridad del conocimiento de la infracción y de su tratamiento interno por parte de
la propia entidad. f) Independencia y diferenciación respecto de los SII de entidades
y organismos ajenos. g) Contar con un responsable del SII. h) Contar con política o
estrategia, debidamente publicitada en el seno de la entidad u organismo, que enun-
cie los principios generales en materia de SII y defensa del informante. i) Contar con
un procedimiento de gestión de las informaciones recibidas. j) Establecimiento de
garantías para la protección de los informantes en el ámbito de la propia entidad u
organismo.

4.º) La gestión por terceros. Permite que un tercero externo gestione el sistema
interno de información bajo ciertas garantías y condiciones, señaladamente en el
tratamiento de datos de carácter personal.

5.º) Se regula cómo debe estructurarse el CII, que debe estar integrado en el SII.
Veamos.
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(1)  

(2)  

(3)  

En su caso, se advertirá al informante de que la comunicación será grabada y se le informará
del tratamiento de sus datos de acuerdo a lo que establece el Reglamento (UE) 2016/679 del
Parlamento Europeo y del Consejo, de 27 de abril de 2016. Sin perjuicio de los derechos que
le corresponden de acuerdo a la normativa sobre protección de datos, se ofrecerá al infor-
mante la oportunidad de comprobar, rectificar y aceptar mediante su firma la transcripción
de la conversación.
Además, a quienes realicen la comunicación a través de canales internos se les informará,
de forma clara y accesible, sobre los canales externos de información ante las autoridades
competentes y, en su caso, ante las instituciones, órganos u organismos de la Unión Europea.
Al hacer la comunicación, el informante podrá indicar un domicilio, correo electrónico o
lugar seguro a efectos de recibir las notificaciones.
Tanto el nombramiento como el cese de la persona física individualmente designada, así
como de las integrantes del órgano colegiado deberán ser notificados a la Autoridad Inde-
pendiente de Protección del Informante, A.A.I., o, en su caso, a las autoridades u órganos
competentes de las comunidades autónomas, en el ámbito de sus respectivas competencias,

a) Formas comunicativas, escritas, verbales o ambas:

a’) Escritas. A través de correo postal o a través de cualquier medio electrónico
habilitado al efecto.

b’) Verbales. Por vía telefónica o a través de sistema de mensajería de voz. A
solicitud del informante, también podrá presentarse mediante una reunión pre-
sencial dentro del plazo máximo de siete días. Estas comunicaciones verbales
deberán documentarse de alguna de las maneras siguientes, previo consenti-
miento del informante: mediante una grabación de la conversación en un formato
seguro, duradero y accesible, o a través de una transcripción completa y exacta
de la conversación realizada por el personal responsable de tratarla (1) (2).
b) Los CII permitirán incluso la presentación y posterior tramitación de comuni-

caciones anónimas.

c) Los CII podrán estar habilitados por la entidad que los gestione para la recep-
ción de cualesquiera otras comunicaciones o informaciones fuera del ámbito de apli-
cación de la Ley 2/2023, de 20 de febrero, si bien dichas comunicaciones y sus remi-
tentes quedarán fuera del ámbito de protección dispensado por la misma.

6.º) Responsable del SII. Con referencia a la figura del «Responsable del Sistema»,
así denominado en la Ley, cabe decir que puede ser una persona física o un órgano
colegiado (en este último caso debe delegar en uno de sus miembros las facultades
de gestión) (3). Deberá desarrollar sus funciones de forma independiente y autónoma,
no podrá recibir instrucciones de ningún tipo en su ejercicio, y deberá disponer de
todos los medios personales y materiales necesarios para llevarlas a cabo.

7.º) Procedimiento de gestión de informaciones. El procedimiento establecerá las
previsiones necesarias para que el SII y los CII existentes cumplan con los requisitos
establecidos; en particular, el procedimiento responderá al contenido mínimo y prin-
cipios siguientes:

a) Identificación del canal o canales internos de información a los que se asocian.
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3.2.

b) Inclusión de información clara y accesible sobre los canales externos de infor-
mación (CEI).

c) Envío de acuse de recibo de la comunicación al informante, en el plazo de siete
días naturales siguientes a su recepción, salvo que ello pueda poner en peligro la
confidencialidad de la comunicación.

d) Determinación del plazo máximo para dar respuesta a las actuaciones de
investigación, que no podrá ser superior a tres meses a contar desde la recepción de
la comunicación o, si no se remitió un acuse de recibo al informante, a tres meses a
partir del vencimiento del plazo de siete días después de efectuarse la comunicación,
salvo casos de especial complejidad que requieran una ampliación del plazo, en cuyo
caso, este podrá extenderse hasta un máximo de otros tres meses adicionales.

e) Previsión de la posibilidad de mantener la comunicación con el informante y,
si se considera necesario, de solicitar información adicional.

f) Establecimiento del derecho de la persona afectada a que se le informe de las
acciones u omisiones que se le atribuyen, y a ser oída en cualquier momento. Dicha
comunicación tendrá lugar en el tiempo y forma que se considere adecuado para
garantizar el buen fin de la investigación.

g) Garantía de la confidencialidad cuando la comunicación sea remitida por
canales de denuncia que no sean los establecidos o a miembros del personal no
responsable de su tratamiento, al que se habrá formado en esta materia y advertido
de la tipificación como infracción muy grave de su quebranto y, asimismo, el esta-
blecimiento de la obligación del receptor de la comunicación de remitirla inmedia-
tamente al responsable del SII.

h) Exigencia del respeto a la presunción de inocencia y al honor de las personas
afectadas.

i) Respeto de las disposiciones sobre protección de datos personales.

j) Remisión de la información al Ministerio Fiscal con carácter inmediato cuando
los hechos pudieran ser indiciariamente constitutivos de delito. En el caso de que los
hechos afecten a los intereses financieros de la Unión Europea, se remitirá a la Fiscalía
Europea.

Sistema interno de información en el sector público

Al mismo dedica la Ley 2/2023, de 20 de febrero, sus arts. 13 a 15, con un con-
tenido que podemos telegrafiar así:

1.º) Entidades obligadas a implementar los SII. Todas las entidades del sector
público deben contar con un SII. A nuestros efectos, queda incluida la Adminis-
tración General del Estado (AGE) en la que está encuadrada la Administración
penitenciaria, tanto en por lo que se refiere a la SGIP como a la ETPFE.
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4.

(4)  La TPFE tiene por objeto la promoción, organización y control del trabajo productivo y
la formación para el empleo de los reclusos de los centros penitenciarios, así como la
colaboración permanente con la SGIP para la consecución de los fines encomendados
por el art. 25.2 CE y la Ley Orgánica 1/1979, de 26 de septiembre, General Penitenciaria.

4.1.

2.º) Medios compartidos. Se permite compartir sistemas de información en
entidades pequeñas o de escasos recursos.

3.º) Gestión por terceros externos. Se permite externalizar la gestión del SII,
sólo en el caso de acreditación de insuficiencia de medios propios. Esta gestión
comprenderá únicamente el procedimiento para la recepción de las informacio-
nes sobre infracciones y, en todo caso, tendrá carácter exclusivamente instru-
mental.

LOS SISTEMAS INTERNOS DE INFORMACIÓN EN LA ADMINISTRACIÓN
PENITENCIARIA

En lo que, en un sentido amplio, podemos considerar Administración peni-
tenciaria, ya hemos indicado que encontramos dos ámbitos diferenciados, pero
estrechamente interrelacionados. Por un lado, la SGIP y, por otro, adscrita a ésta,
la ETPFE.

A la vista del Real Decreto (RD) 207/2024, de 27 de febrero, por el que se desa-
rrolla la estructura orgánica básica del Ministerio del Interior (RD 207/2024), la SGIP,
es uno de los tres grandes órganos de aquel departamento ministerial que tienen nivel
administrativo más alto que el de Dirección General. De la SGIP, como órgano supe-
rior, depende la Dirección General de Ejecución Penal y Reinserción Social. Es
importante que señalemos también, a los efectos de este trabajo, que, además de otros
órganos directivos con nivel de Subdirección General, de la SGIP depende la Subdi-
rección General de Análisis e Inspección (SGAI).

Se encuentra adscrita a la SGIP la ETPFE, que ejerce sus funciones de acuerdo
con lo dispuesto en el RD 122/2015, de 27 de febrero, por el que se aprueba su
estatuto, correspondiendo al titular de la SGIP la presidencia de la Entidad (4).

Comoquiera que se trata, la SGIP y la ETPFE, de dos ámbitos íntimamente inter-
conectados, pero diferenciados en lo relativo a su régimen jurídico, procedimientos
de gestión y controles económicos-financieros, los SII de cada uno, en correspon-
dencia, son distintos y, por lo tanto, vamos a analizarlos separadamente.

Sistema de información interna en la SGIP

El SII de la SGIP no es otro que el propio del Ministerio del Interior de cuya
estructura orgánica ya sabemos que forma parte. Por eso e inexcusablemente debe-
mos referirnos al SII de tal Departamento ministerial, cuya ordenación encontramos
en la denominada «Instrucción para la gestión del canal de denuncias del Ministerio
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En diciembre de 2024 se cumplían 15 años desde la instauración en España de la 
responsabilidad penal de la persona jurídica, sumado a lo cual, la todavía incipiente 
penetración del Compliance en el sector público, hacía necesario contar con una obra 

para reflexionar sobre lo que ha supuesto aquella y a proyectar en qué puede derivar esta 
en este volumen-libro que supone el primero con opinión plural sobre los avances que este 
incipiente Compliance indefectiblemente está ya desplegando en el sector público.
Para ello, los mejores y más inquietos juristas ocupados en esta materia reflexionan sobre 
la evolución de estos quince años de responsabilidad penal en las corporaciones. Abordan, 
de forma práctica y aplicativa, los temas de máximo interés, como  las investigaciones 
internas corporativas, los sistemas internos de información y los canales de denuncias, 
y ya específicamente dentro del sector público, sobre sus propios sistemas internos de 
información, aspectos procesales, límites y garantías, comunicación de infracciones, 
valor probatorio, derecho de defensa, libertad de expresión, protección del denunciante, 
experiencias en algún Ayuntamiento y en empresas públicas municipales, en el ámbito de la 
sanidad pública o el penitenciario, y en materias concretas de denuncia, como la corrupción, 
la contratación pública, entidades deportivas, adicciones y una experiencia internacional, en 
México.
Y lo hacen desde muy diversos campos formativos que van desde la Academia hasta la 
práctica administrativa y procesal. No en vano escriben Jueces, Fiscales, Catedráticos, 
Profesores de Universidad, Abogados, Economistas, expertos en Compliance, y por parte de 
la Administración Pública, representantes cualificados de empresas públicas, sector sanitario, 
penitenciario, municipal..., narrando sus experiencias, disfunciones, carencias, aciertos, casos 
de uso, problemas, inquietudes y opiniones cualificadas que, de seguro, servirán para aportar 
al colectivo de prácticos del Compliance que lo consulten para aportarles ideas que mejorarán 
nuestro trabajo institucional y profesional en el día a día del Compliance en el sector público. 
En definitiva, una obra coral que es fundamental para comprender cómo se insertan los 
canales de denuncia en el ecosistema del Compliance, tanto en el sector público como en el 
sector privado.




